Lombard Internet Banking
LOMBARD Software Token Operating Instructions

Software Token Activation

A software token is for use on an Android or iOS mobile phone and is used to generate Security Codes to
login and to authenticate transactions executed from the Lombard Internet Banking Service.

Application for a software token may be made in person at one of our branches— if you are not a subscriber
to the Lombard Internet Banking Service you will need to submit an application and a Login ID will be
issued as well.

Download and install the Lombard Mobile Token from the Google Play Store or iOS App Store.

lobile token activation

Please fil the bejoy fields

LoginID
Mobile phone (starting with +) x

1D Card or Pasgpoy y ————————

2 Visit the Bank’s website at:

https://www.lombardmalta.com/ and click on
‘Internet Banking Login’ > ‘Software Token

Activation’. The ‘Mobile token activation’

window will be displayed. Proceed to enter the

yioDIle ToKken actuivation

3
Please enter the SMS password you received
SMS Password oD Ly . .
= After clicking the ‘Activate mobile token’
button, you will receive an 8 digit
password via SMS on your mobile phone.
= Enter the 8 digit in the ‘SMS Password’
text box.
= Click on the ‘Continue’ button.
. . . Please scan QR code or enter the below activation data manually for offline
4 After clicking on the ‘Continue’ button, SeAonESng yoaTmotRSImke

Serial Number:FDU
Activation Code:28136847760426250771368241008521397346833

system will prompt a QR code and an ==
activation code.

Either may be wused to initiate
activation.

IMPORTANT: Please enter the mobile token generated number below

Mobile token generated number s
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From the ‘Lombard Mobile Token’ app select an

< Bacs Activation activation method:
Activation mode: - either by entering details manually
- orbyscanning QR code

Enter activation data for ‘
+  offline activation ‘

& Scan activation data for <Cancel  Standard Activation
# offline activation
Serial number i
Description of the Offline Help -~ - " i
' can QR code or enfer the. w activation data manually for offine
FoU Manua I F:s\ngja,' mobie token
Offline Help _— g s D matrrsonsort ssuonsoarssiod
AC‘IVatIOn code TANT Please enter the mobil token generated number below
Authorisation Code D D

Confirmation Authorisation Code

Scan QR Code

J

ext you will be required to create an Authorisation Code —
this will be used every time you need to generate a Security T

ode. ool pasegard

Confirmation Authorisation Code

Should your device support biometric protection you may (
enable this on the Lombard Mobile Token app, to generate

Biometric

Mobile token activation

Please scan QR code or enter the below activation data manually for offline
activation using your mobile token

Serial Number:FDU
Activation Code:28136847760426250771368241008521397346833

IMPORTANT: Please enter the mobile token generated number below

On your desktop (on the same screen as QR code
screen) enter the Security Code generated by the
Lombard Mobile Token app

Mobile token generated number |
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Logging in & Signing APPLI 1 Transactions

At this point your Lombard Mobile Token app is
activated and ready for use. Select the ‘One Time  Y——
Password/APPL1 and your mobile token will
display a 6-digit Security Code. Input this Code in
the Lombard Internet banking login window >
Security field, to access to the Lombard Internet
Banking Service.

‘}‘ One Time Password/APPLI 1

Generated One Time Password:

Touch ID for “Lombard
Mobile Tok::’ 782374

Serial number:

Lombard Intemet Banking Service
Please enter your Login ID and Security Code

Logn 10 [
Security Code”

FDU5686472

<D

Logging in & Signing APPLI 2 Transactions

Appiications

}W One Time Password/APPLI 1

The second option on the screen ‘Challenge Signature/APPLI 2
is used to authorise financial transactions. When you execute a
transaction on the Lombard Internet banking, the system will ——
generate a 6-digit pin code. Enter this code in the APPLI 2 !
‘Challenge Signature’ and input the resulting pin code on the ack Challenge SiqnaturefAPPLI2
transaction screen for authentication as per attached.

‘{:‘ Challenge Signature/APPLI 2

Signature/APPLI 2 OK

Generated Security CODE:
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Remaining time:
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